Mots de passe forts et faciles à retenir

**Objectif :**

Appliquer : Utiliser des mots de passe uniques et robustes.

Transférer : Mettre en œuvre et améliorer la protection de ses données personnelles.

**Pourquoi des mots de passe forts ?**

* **Protection de vos données personnelles :** Un mot de passe faible peut permettre à des personnes malveillantes d'accéder à vos comptes et de voler vos informations.
* **Sécurité en ligne :** Un mot de passe fort rend plus difficile le piratage de vos comptes, même si un site web est compromis.

**La méthode de la première lettre :**

1. **Phrase de base :** Choisissez une phrase facile à retenir, par exemple : "J'aime ma classe 210 B".
2. **Premières lettres :** Prenez les premières lettres de chaque mot de la phrase : "Jamc2B".
3. **Personnalisation :**
   * **Nom d'utilisateur :** Ajoutez la première lettre de votre nom d'utilisateur et du domaine si c’est une adresse email. Exemple : si votre nom d'utilisateur est "lea123@indbg.be", ajoutez "li".
   * **Site web :** Ajoutez les premières lettres du nom du site web. Exemple : pour "Facebook", ajoutez "Fa".
   * **Type de site :** Ajoutez une abréviation pour le type de site :
     + **B** pour Bancaire
     + **A** pour Administratif
     + **N** pour News (actualités)
     + **S** pour Social (réseau social)
     + **C** pour Commercial (site d'achat en ligne)
     + **T** pour Travail (ou école)
4. **Dernière lettre :** un caractère spécial qui rendra votre mot de passe encore plus fort:**!**

**Exemple :**

* Phrase de base : "J'aime ma classe 210B" -> Jamc2B
* Nom d'utilisateur : lea123@indbg.be -> li
* Site web : Facebook -> Fa
* Type de site : Réseau social -> S
* Caractère spécial en fin de phrase : !

**Mot de passe final :** Jamc2BliFaS!

**Avantages de cette méthode :**

* **Mots de passe uniques :** Chaque mot de passe est différent pour chaque site.
* **Facile à retenir :** La phrase de base vous aide à vous souvenir du mot de passe.
* **Fort :** La combinaison de lettres, de chiffres et d'abréviations rend le mot de passe difficile à deviner.